HOW TO ENABLE MACROS IN EXCEL 2007, 2010, 2013

Please follow the procedure below. It is not enough to know that some macros work in one of
your Excel files. For the DfRSoft Macro version you must work though your trust center as
explained below.

To Enable Macros in Excel 2007

1. Open Excel 2007 and click the Office button in the upper left corner of the screen. At the bottom of this menu, click the Excel Options button.
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2. Click the Trust Center button on the left. Then, at the bottom right, select Trust Center Settings.

Excel Options E

Popular
P Q Help keep your documents safe and your computer secure and healthy.
Formulas
Proofing Protecting your privacy
Save Microsoft cares about your privacy, For more information about how Microsoft Office Excel helps to protect your privacy,
please see the privacy statements.
Advanced . . .
Show the Microsoft Office Excel privacy statement
Customize Microsoft Office Online privacy statement
Customer Experience Improvement Program
Add-Ins
Trust Center Security & more
Resources Learn more about protecting your privacy and security from Microsoft Office Online,

Microsoft Windows Security Center

Microsoft Office Excel Trust Center

The Trust Center contains security and privacy settings, These settings help keep your computer
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3. In the new window that appears, choose Macro Settings from the sidebar and select Disable all macros with notification from the list of options
that appear. This option keeps macros disabled but notifies users when macros attempt to run, allowing users to decide on a case-by-case basis which
macros to enable.



4. Click OK to exit this window.
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5. If you did not select enable all macros but selected notification then...For this settings to take effect, it will be necessary to close Excel and reopen
it. A security dialog box should appear beneath the Office ribbon the next time you attempt to run a spreadsheet that contains macros.
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6. When the notification appears, click the Options button.

7. Choose Enable this content from the options that appear to allow macros to run within the current spreadsheet.



8. Click OK to close the window.
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NOTE: If this doesn't work, try refreshing the worksheet.

If you are a PC owner with Excel 2007 and cannot open this file after Macros are enabled
then you need to get the free Excel upgrade to MS Service Pack 2 or 3 by Microsoft: GO HERE

To Enable Macros in Excel 2010 & 2013

First click the File Menu(Office Backstage)

3 — . L
F = ,
File Home Insert Page Layout Formulas Data Review v
B & Calibri vizd = A AT
Ha- -
'Fa'stej B I U~ &~ V)~Av
Clipboard T Font Alignment
Al A Je
A | B c D F G
i ]
[E H
2



http://www.microsoft.com/downloads/details.aspx?displaylang=en&FamilyID=b444bf18-79ea-46c6-8a81-9db49b4ab6e5
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Click on Trust center settings button located on the middle right side of the page
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Milcrosoft Excel Trust Center

The Trust Center contains security and privacy settings. These settings help keep your
secure, We that you do not change these settings. Irust Center Settings...

Now in Trust Center Settings dialog window, select Macro Settings from the left sidebar, choose Enable All Macros option and hit
OK.
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It's that simple. From now onwards Excel 2010 won’t bother you anymore about Macro security. It is recommended that you use
this option only when you are installing trusted add-ins and opening trusted documents. If an unknown dangerous macro code
runs, then it could corrupt your Office 2010 installation or give you other sorts of problems.

You can use the above procedure to enable macros in Word 2010, PowerPoint 2010, Outlook 2010, etc.



